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Dotyczypostępowania prowadzonego w trybie przetargu nieograniczonego na **dostarczenie Systemów Autoryzacji**

 **(karty chipowe, czytniki chipowe, oprogramowanie, certyfikaty).**

**SzW/12/2021**

**Wyjaśnienie treści oraz modyfikacja SWZ.**

Zamawiający, na podstawie art. 135 ust. 6 ustawy postanowieniami ustawy z dnia 11 września 2019 r. Prawo zamówień publicznych (Dz. U. z 2019 r., poz. 2019 ze zm.), zwanej dalej ustawą Pzp, przekazuje treść zapytań wraz z wyjaśnieniami oraz dokonuje zmiany treści SWZ:

**Pytanie nr 59:**

1.7. użycie konkretnego certyfikatu warunkuje użycie konkretnego PIN-u – dla każdego obszaru karty wymagany jest odrębny PIN; karta w zależności od wybranego certyfikatu i podaniu prawidłowego PIN-u może być użyta w innym celu (np. szyfrowanie wiadomości pocztowych, autoryzacja) tej samej osoby. Zamawiający dopuszcza zabezpieczenie karty jednym kodem PUK dla całej karty, pod warunkiem, że ten kod PUK będzie dostępny dla Zamawiającego.

Czy Zamawiający ma świadomość tego, że udostępnienie kodu PUK może umożliwić Zamawiającemu dokonywania operacji za użytkownika/właściciela karty, co jest niedopuszczalne dla usług kwalifikowanych? Wykonawca nie może udostępnić kodu PUK Zamawiającemu (w zasadzie żaden inny Wykonawca również nie powinien tego zrobić) ponieważ kod PUK ze względów bezpieczeństwa nadawany jest przez użytkownika a co za tym idzie Wykonawca go nie zna. Czy Zamawiający odstąpi od wymogu udostępnienia mu kodów PUK użytkowników kart?

**Odpowiedź na pytanie nr 59:**

Zamawiający dokonuje zmiany w załączniku numer 1 do OPZ:

**Było:**

1.7. użycie konkretnego certyfikatu warunkuje użycie konkretnego PIN-u – dla każdego obszaru karty wymagany jest odrębny PIN; karta w zależności od wybranego certyfikatu i podaniu prawidłowego PIN-u może być użyta w innym celu (np. szyfrowanie wiadomości pocztowych, autoryzacja) tej samej osoby. Zamawiający dopuszcza zabezpieczenie karty jednym kodem PUK dla całej karty, pod warunkiem, że ten kod PUK będzie dostępny dla Zamawiającego.

**Jest:**

1.7. użycie konkretnego certyfikatu warunkuje użycie konkretnego PIN-u – dla każdego obszaru karty wymagany jest odrębny PIN; karta w zależności od wybranego certyfikatu i podaniu prawidłowego PIN-u może być użyta w innym celu (np. szyfrowanie wiadomości pocztowych, autoryzacja) tej samej osoby. Zamawiający dopuszcza zabezpieczenie karty jednym kodem PUK dla całej karty, pod warunkiem, że ten kod PUK będzie dostępny dla użytkownika.

**Pytanie nr 60:**

3.20. Kompatybilność ze sprzętem komputerowym o minimalnych parametrach:

3.20.1. Procesor Pentium 800 MHz

3.20.2. Pamięć 512 MB

3.20.3. Miejsce na dysku 100 MB

3.20.4. Porty USB

3.20.5. system operacyjny Microsoft Windows 8/8.1/10 w wersji 32 i 64 bitowej orazLinux

Większość dostępnego oprogramowania do składania i weryfikacji podpisów wymaga więcej miejsca na dysku niż wymienione przez zamawiającego 100 MB. W związku z czym prosimy o zmianę zapisu w pkt. 3.20.2. na „Miejsce na dysku 300 MB”

**Odpowiedź na pytanie nr 60:**

Zamawiający dokonuje zmiany w załączniku numer 1 do OPZ:

**Było:**

3.20.3. Miejsce na dysku 100 MB

**Jest.**

3.20.3. Miejsce na dysku 300 MB

**Pytanie nr 61:**

2. Dot. punktu 6.1.1 Opisu Systemu Autoryzacji:

(dot. wyłącznie części karty pozwalającej na zapisanie certyfikatów niekwalifikowanych) Możliwość zabezpieczonej, ponownej inicjalizacji zablokowanej karty bez możliwości dostępu do zablokowanych sekretów (karta z zablokowanymi kodami PUK może być sformatowana i ponownie użyta ale obiekty zablokowane ulegają skasowaniu),

Wnioskujemy o usunięcie wymagania dotyczącego formatowania karty i usuwania skasowanych obiektów. W przypadku kart posiadających certyfikat bezpieczeństwa usuwanie obiektów i formatowanie kart nie jest dostępne z poziomu użytkownika. Jeżeli karta miałaby zawierać również certyfikat kwalifikowany to jej użycie przez inną osobę nie jest możliwe

**Odpowiedź na pytanie nr 61:**

Zamawiający dokonuje zmiany w załączniku numer 1 do OPZ:

Usunięto pozycje 6.1.1. załącznika numer 1 do OPZ.

**Było:**

6.1.1. (dot. wyłącznie części karty pozwalającej na zapisanie certyfikatów niekwalifikowanych) Możliwość zabezpieczonej, ponownej inicjalizacji zablokowanej karty bez możliwości dostępu do zablokowanych sekretów (karta z zablokowanymi kodami PUK może być sformatowana i ponownie użyta ale obiekty zablokowane ulegają skasowaniu),

**Jest:**

-

**Pytanie nr 62**

6.1. Dla Szpitala SPZOZ w Wolsztynie, ul. Wschowska 3, 64-200 Wolsztyn należy dostarczyć karty dodatkowo spełniające n/w wymagania:

6.1.1. (dot. wyłącznie części karty pozwalającej na zapisanie certyfikatów niekwalifikowanych) Możliwość zabezpieczonej, ponownej inicjalizacji zablokowanej karty bez możliwości dostępu do zablokowanych sekretów (karta z zablokowanymi kodami PUK może być sformatowana i ponownie użyta ale obiekty zablokowane ulegają skasowaniu),

6.1.2. Bezstykowy interfejs karty RFID

6.1.2.1. Standard: Unique EM 125 kHz

6.1.2.2. Kompatybilność: EM4100/4102

Czy Zamawiający dopuszcza wymianę karty na nową na koszt Wykonawcy w przypadku braku możliwości ponownej inicjalizacji zablokowanej karty?

**Odpowiedź na pytanie nr 62:**

Zamawiający oczekuje dostawy Kart zgodnie z zamówieniem, wymiana karty na koszt Wykonawcy dotyczy tylko przypadku awarii karty a nie działań Zamawiającego. Zamawiający w odpowiedzi na pytanie nr 61 zmodyfikował zapisy Pkt 6.1.1 załącznika nr 1 do OPZ.

Jednocześnie Zamawiający dokonuje zmiany treści SWZ w następującym zakresie:

**Było:**

1. **Termin związania ofertą**

W niniejszym postępowaniu termin związania ofertą: **do 22 listopada 2021 r.**

**Jest:**

1. **Termin związania ofertą**

W niniejszym postępowaniu termin związania ofertą: **do 27 listopada 2021 r.**

**Było:**

1. **Miejsce oraz termin składania i otwarcia ofert.**
2. Ofertę należy złożyć w nieprzekraczalnym terminie do dnia:

**23 września 2021 r., do godz. 14:00.**

przy użyciu miniPortalu (<https://miniportal.uzp.gov.pl/>)

1. Otwarcie ofert nastąpi w dniu **23 września 2021 r. o godz. 15:00**

**Jest:**

1. **Miejsce oraz termin składania i otwarcia ofert.**
2. Ofertę należy złożyć w nieprzekraczalnym terminie do dnia:

**28 września 2021 r., do godz. 12:00.**

przy użyciu miniPortalu (<https://miniportal.uzp.gov.pl/>)

1. Otwarcie ofert nastąpi w dniu **28 września 2021 r. o godz. 13:00**

Załącznik :

- zmodyfikowany SWZ – 20.09.21

- zmodyfikowany załącznik nr 1 do OPZ - Opis Systemu Autoryzacji – 20.09.21

- zmodyfikowany załącznik nr 2 do SWZ – formularz ofertowy – 20.09.21